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*************** Start of 1st Change ****************
[bookmark: _Toc91075187][bookmark: _Toc35533674][bookmark: _Toc35533735]N.2.2	Threat analysis on finding the right NF instances are serving this UE
-	Threat name: Finding the right NF insances are serving this UE
-	Threat Category: Tampering.
-	Threat Description: As defined in TS 23.288 [24], the NWDAF shall shall first determine which NF instances are serving this UE based on a table, unless the NWDAF has already obtained this information due to recent operations related to this UE. If the NWDAF always uses the information obtainted due to an operation related to the UE, the NWDAF may get old information from the UE. This will lead to the NWDAF provides a wrong instruction to NFs.
-	Threatened Asset: Configuration data. 

*************** End of 1st Change ****************

